
 TCP SYN Floods
 TCP FIN Floods
 TCP RST Floods
 HTTP GET Floods
 HTTP Post Floods
 HTTP XMLRPC PingBack attacks
 TCP Fragment attacks
 Slowloris
 TCP Syn Spoofed
 ICMP Floods
 HTTP HEAD Floods
 Brute Force
 TCP Ack Floods
 Ping of Death
 DNS NXDomain Floods
 HTTP Cache Control
 HTTP SSL Saturation
 Amplified DNS DDoS
 RUDY
 Smurf
 As well as other attacks

Raise Floor System Coverage all Datacenter Area.
 Biometrics, Face Recognition & RFID Access Security.
 Integrated Fire Protection System.
 CCTV Coverage All Datacenter Area.
 Smart Portal (Integrated Billing, Ticketing, MRTG, etc).
 Include FREE Basic JMSTM (Jupiter Managed Services):

 FREE Standard Installation.
 FREE Primary and Secondary DNS.
 FREE Web Acceleration (CDN) traffic usage 10GB.
 FREE Reserved DNS / PTR Record Request.
 FREE Remote Hand & Eyes Monitoring.
 FREE Reboot & Power Cycling.
 FREE Proactive Monitoring.
 FREE Basic cPanel / DirectAdmin Tuning.

Complete Cyber Security Platform

INTRODUCING JUPITER

Jupiter is a manage services provider with focus on data
protection, data safety, data storage, colocation and cyber
security also provide services such as dedicated servers, cloud
computing, private rack, private cage, fast content delivery
(CDN), live streaming delivery (LSDN) and connectivity for
cloud providers at affordable, reliable and good quality.

XEKURI is an complete cyber security platform provides an
all-inclusive security solution for users concerned about mail
and website security.

TYPES OF DDOS ATTACK BLOCKED

XEKURI

FEATURES
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ONLINE PAYMENT COMPLIANCE

Data leaks for small businesses result in heavy financial
losses. With sensitive information being exchanged online, it’s
important that consumers’ personal and financial information
is well protected.

As such, all websites with a credit card payment module are
required to comply with PCI-DSS 6.6 standards. XEKURI can
help website owners become PCI-DSS compliant.

XEKURI protects against the top ten
vulnerabilities identified by OWASP. To do
this, we use 26 rules which allow our
cloud WAF to detect and accurately block
web attacks with low false positives.

OWASP VULNERABILITIES


